**福建师范大学信息化设备校园网准入备案申请表**

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| 单位名称： |  | | | | 网络信息管理员及移动电话 |  | |
| **信息化设备及所属项目情况** | | | | | | | |
| 信息化项目名称 | |  | | 项目负责人及移动电话 | | |  |
| 设备名称 | |  | | 设备类型、品牌和型号 | | |  |
| 设备部署的物理位置 | |  | | 设备入网 □ 设备退网 □ | | | |
| 设备IP地址 | |  | | 设备MAC地址 | | |  |
| 设备的功能用途  或所承载业务说明 | |  | | | | | |
| 设备开放的端口 | |  | | 设备是否涉密 | | |  |
| 设备使用人 | | □教职工 □运维人员  □本科生 □研究生 | | 设备管理员及联系方式 | | |  |
| **网 络 安 全 责 任 书**  信息化设备所属单位：  1、必须严格遵守《网络安全法》《数据安全法》《个人信息保护法》等国家法律法规、网络安全等级保护相关要求及福建师范大学关于网络安全相关规章制度。  2、按照“谁主管谁负责，谁建设谁负责，谁运维谁负责，谁使用谁负责”的原则，必须落实入网信息化设备的安全管理责任人，按网络安全管理规定要求做好安全管理、运维管理、180日日志记录。  3、我单位了解信息化设备接入校园网后，可能会成为网络攻击目标，导致信息化设备承受更大的安全风险，甚至可能成为校园网络安全的威胁点和突破点，但确系业务需要并经过网络安全检测，符合网络安全要求。  4、信息化设备退网及所属项目变更需及时报备至网络与数据中心。  5、涉密设备、涉密存储等不得联网。  **本单位保证自觉遵守以上条款，负责人将承担由自身行为导致的一切后果及损失。**  设备管理员签字：  单位负责人签字：  （单位盖章）  年 月 日 | | | | | | | |
| **网络与数据中心网络安全部门意见：**  负责人签字：  年 月 日 | | | **网络与数据中心负责人意见：**  负责人签字：  年 月 日 | | | | |

备注：1.**若设备信息过多，可另行附表，并盖章。2.请联系学校网络安全部门出具安全检测报告。**